INFORMATION IN PROGRAM RECORDS (DOL REGULATIONS, 20 C.F.R.)

10.10 Are all documents relating to claims filed under the FECA considered confidential?


All records relating to claims for benefits, including copies of such records maintained by an employer, are considered confidential and may not be released, inspected, copied or otherwise disclosed except as provided in the Freedom of Information Act and the Privacy Act of 1974.

10.11 Who maintains custody and control of FECA records?


All records relating to claims for benefits filed under the FECA, including any copies of such records maintained by an employing agency, are covered by the government-wide Privacy Act system of records entitled DOL/GOVT-1 (Office of Workers’ Compensation Programs, Federal Employees’ Compensation Act File).  This system of records is maintained by and under the control of OWCP, and, as such, all records covered by DOL/GOVT-1 are official records of OWCP.  The protection, release, inspection and copying of records covered by DOL/GOVT-1 shall be accomplished in accordance with the rules, guidelines and provisions of this part, as well as those contained in 29 CFR parts 70 and 71, and with the notice of the system of records and routine uses published in the Federal Register.  All questions relating to access/disclosure, and/or amendment of FECA records maintained by OWCP or the employing agency, are to be resolved in accordance with this section.

10.12 How may a FECA claimant or beneficiary obtain copies of protected records?


(a) A claimant seeking copies of his or her official FECA file should address a request to the District Director of the OWCP office having custody of the file.  A claimant seeking copies of FECA-related documents in the custody of the employer should follow the procedures established by that agency.


(b) (1) While an employing agency may establish procedures that an injured employee or beneficiary should follow in requesting access to documents it maintains, any decision issued in response to such a request must comply with the rules and regulations of the Department of Labor which govern all other aspects of safeguarding these records.


(2) No employing agency has the authority to issue determinations with respect to requests for the correction or amendment of records contained in or covered by DOL/GOVT-1. That authority is within the exclusive control of OWCP.  Thus, any request for correction or amendment received by an employing agency must be referred to OWCP for review and decision.

(3) Any administrative appeal taken from a denial issued by the employing agency or OWCP shall be filed with the Solicitor of Labor in accordance with 29 CFR 71.7 and 71.9.

10.13 What process is used by a person who wants to correct FECA-related documents?


Any request to amend a record covered by DOL/GOVT-1 should be directed to the district office having custody of the official file.  No employer has the authority to issue determinations with regard to requests for the correction of records contained in or covered by DOL/GOVT-1.  Any request for correction received by an employer must be referred to OWCP for review and decision.

DEPARTMENT OF LABOR PRIVACY ACT SYSTEMS NOTICE--EXCERPTS 

Universal Routine Uses (excerpted from 67 F.R. 16825, 4/8/02)

General Prefatory Statement

    The following routine uses of the records apply to and are incorporated by reference into each system of records published below unless the text of a particular notice of a system of records indicates otherwise. These routine uses do not apply to DOL/OASAM-5, Rehabilitation and Counseling File, nor to DOL/OASAM-7, Employee Medical Records.

    1. To disclose the records to the Department of Justice when: (a) The agency or any component thereof; or (b) any employee of the agency in his or her official capacity; or (c) the United States Government, is a party to litigation or has an interest in such litigation, and by careful review, the agency determines that the records are both relevant and necessary to the litigation, and the use of such records by the Department of Justice is for a purpose that is compatible with the purpose for which the agency collected the records.

    2. To disclose the records in a proceeding before a court or adjudicative body, when: (a) The agency or any component thereof; or (b) any employee of the agency in his or her official capacity; or (c) any employee of the agency in his or her individual capacity; or 

(d) the United States Government, is a party to litigation or has an interest in such litigation, and by careful review, the agency determines that the records are both relevant and necessary to the litigation, and that the use of such records is a purpose that is compatible with the purpose for which the agency collected the records.

    3. When a record on its face, or in conjunction with other information, indicates a violation or potential violation of law, whether civil, criminal or regulatory in nature, and whether arising by general statute or particular program statute, or by regulation, rule, or order issued pursuant thereto, disclosure may be made to the appropriate agency, whether Federal, foreign, State, local, or tribal, or other public authority responsible for enforcing, investigating or prosecuting such violation or charged with enforcing or implementing the statute, or rule, regulation, or order issued pursuant thereto, if the agency determines by careful review that the records or information are both relevant and necessary to any enforcement, regulatory, investigative or prosecutive responsibility of the receiving entity, and that the use of such records or information is for a purpose that is compatible with the purposes for which the agency collected the records.

    4. To a Member of Congress or to a Congressional staff member in response to an inquiry of the Congressional office made at the written request of the constituent about whom the record is maintained.

    5. To the National Archives and Records Administration or to the General Services Administration for records management inspections conducted under 44 U.S.C. 2904 and 2906.

    6. To disclose to contractors, employees of contractors, consultants, grantees, and volunteers who have been engaged to assist the agency in the performance of or working on a contract, service, grant, cooperative agreement or other activity or service for the Federal Government.

    Note 1. Recipients shall be required to comply with the requirements of the Privacy Act of 1974, as amended, 5 U.S.C. 552a; see also 5 U.S.C. 552a(m).

    7. To the parent locator service of the Department of Health and Human Services or to other authorized persons defined by Pub. L. 93-647 the name and current address of an individual for the purpose of locating a parent who is not paying required child support.

    8. To any source from which information is requested in the course of a law enforcement or grievance investigation, or in the course of an investigation concerning retention of an employee or other personnel action, the retention of a security clearance, the letting of a contract, the retention of a grant, or the retention of any other benefit, to the extent necessary to identify the individual, inform the source of the purpose(s) of the request, and identify the type of information requested.

    9. To a Federal, State, local, foreign, or tribal or other public authority of the fact that this system of records contains information relevant to the hiring or retention of an employee, the granting or retention of a security clearance, the letting of a contract, a suspension or debarment determination or the issuance or retention of a license, grant, or other benefit.

    10. To the Office of Management and Budget during the coordination and clearance process in connection with legislative matters.

    11. To the Department of the Treasury, and a debt collection agency with which the United States has contracted for collection services to recover debts owed to the United States.

    12. To the news media and the public when (1) the matter under investigation has become public knowledge, (2) the Solicitor of Labor determines that disclosure is necessary to preserve confidence in the integrity of the Department or is necessary to demonstrate the accountability of Department's officers, employees, or individuals covered by this system, or (3) the Solicitor of Labor determines that there exists a legitimate public interest in the disclosure of the information, except to the extent that the Solicitor of Labor determines in any of these situations that disclosure of specific information in the context of a particular case would constitute an unwarranted invasion of personal privacy.

DOL/GOVT-1 (excerpted from 67 F.R. 16826-16829, 4/8/02)

System Name:  Office of Workers’ Compensation Programs, Federal Employees’ Compensation Act File.

Security Classification:

    Most files and data are unclassified. Files and data in certain cases have Top Secret classification, but the rules concerning their maintenance and disclosure are determined by the agency, which has given the information the security classification of Top Secret.

System Location:

    The central database for DOL/GOVT-1 is located at SUNGUARD, 600 Laurel Oak Road, Voorhees, New Jersey, 08043. Paper claim files and local databases are located at the various OWCP district offices, and in Kansas City (for imaged cases only); claim files of employees of the Central Intelligence Agency are located at that agency. Records from this system of records may be temporarily located in the office of health care providers and other individuals or entities with whom the Department contracts for such services as examination or evaluation of claimants. Copies of claim forms and other documents arising out of a job-related injury that resulted in the filing of a claim under the Federal Employees’ Compensation Act (FECA), may also be maintained by the employing agency (and where the forms were transmitted to the Office of Workers’ Compensation Programs (OWCP) electronically, the original forms are maintained by the employing agency). In addition, records relating to third-party claims of FECA beneficiaries are maintained in the Division of Employee Benefits, Office of the Solicitor, United States Department of Labor, 200 Constitution Avenue, NW, Washington, DC 20210-0002, in the offices of the Regional and Associate Regional Solicitors, and in various offices of the United 

States Postal Service, which undertakes various duties relating to third party claims pursuant to an agreement with OWCP.

    Pursuant to the Department of Labor's Flexiplace Programs, copies of records may be temporarily located at alternative worksites, including employees’ homes or at geographically convenient satellite offices for part of the workweek. All appropriate safeguards will be taken at these sites.

Categories of Individuals Covered by the System:

    Individuals and/or their survivors who file claims seeking benefits under the FECA by reason of injuries sustained while in the performance of duty. The FECA applies to all civilian federal employees, including various classes of persons who provide or have provided personal service to the government of the United States, and to other persons as defined by law such as state or local law enforcement officers, and their survivors, who were injured or killed while assisting in the enforcement of federal law. In addition, the FECA covers employees of the Civil Air Patrol, Peace Corps Volunteers, Job Corps students, Volunteers in Service to America, members of the National Teacher Corps, certain student employees, members of the Reserve Officers Training Corps, certain former prisoners of war, and employees of particular commissions and other agencies.

Categories of Records in the System:

    This system may contain the following kinds of records: reports of injury by the employee and/or employing agency; claim forms filed by or on behalf of injured federal employees or their survivors seeking benefits under the FECA; forms authorizing medical care and treatment; other medical records and reports; bills
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and other payment records; compensation payment records; formal orders for or against the payment of benefits; transcripts of hearings conducted; and any other medical, employment, or personal information submitted or gathered in connection with the claim. The system may also 

contain information relating to dates of birth, marriage, divorce, and death; notes of telephone conversations conducted in connection with the claim; information relating to vocational and/or medical rehabilitation plans and progress reports; records relating to court proceedings, insurance, banking and employment; articles from newspapers and other publications; information relating to other benefits (financial and otherwise) the claimant may be entitled to; and information received from various investigative agencies concerning possible violations of Federal civil or criminal law.

    The system may also contain consumer credit reports on individuals indebted to the United States, information relating to the debtor's assets, liabilities, income and expenses, personal financial statements, correspondence to and from the debtor, information relating to the location of the debtor, and other records and reports relating to the implementation of the Federal Claims Collection Act (as amended), including investigative reports or administrative review matters. Individual records listed here are included in a claim file only insofar as they may be pertinent or applicable to the employee or beneficiary.

Authority For Maintenance Of The System:

    5 U.S.C. 8101 et seq., 20 CFR 1.1 et seq.
Purpose(s):

    The FECA establishes the system for processing and adjudicating claims that federal employees and other covered individuals file with the Department of Labor's OWCP, seeking monetary, medical and similar benefits for injuries or deaths sustained while in the performance of duty. The records maintained in this system are created as a result of and are necessary to this process. The records provide information and verification about the individual's employment-related injury and the resulting disabilities and/or impairments, if any, on which decisions awarding or denying benefits provided under the FECA must be based.

Routine Uses Of Records Maintained In The System, Including Categories Of Users And The Purposes Of Such Uses:

    In addition to those Department-wide routine uses set forth above in the General Prefatory Statement to this document, disclosure of information from this system of records may be made to the following individuals and entities for the purposes noted when the purpose of the disclosure is both relevant and necessary and is compatible with the purpose for which the information was collected:

    a. To any attorney or other representative of a FECA beneficiary for the purpose of assisting in a claim or litigation against a third party or parties potentially liable to pay damages as a result of the FECA beneficiary's FECA-covered injury and for the purpose of administering the provisions of sections 8131-8132 of the FECA. Any such third party, or a representative acting on that third party's behalf, may be provided information or documents concerning the existence of a record and the amount and nature of compensation paid to or on behalf of the FECA beneficiary for the purpose of assisting in the resolution of the claim or litigation against that party or administering the provisions of sections 8131-8132 of the FECA.

    b. To federal agencies that employed the claimant at the time of the occurrence or recurrence of the injury or occupational illness in order to verify billing, to assist in administering the FECA, to answer questions about the status of the claim, to consider rehire, retention or other actions the agency may be required to take with regard to the claim or to permit the agency to evaluate its safety and health program. Disclosure to federal agencies, including the Department of Justice, may be made where OWCP determines that such disclosure is relevant and necessary for the purpose of providing assistance in regard to asserting a defense based upon the FECA's exclusive remedy provision to an administrative claim or to litigation filed under the Federal Tort Claims Act.

    c. To other federal agencies, other government or private entities and to private-sector employers as part of rehabilitation and other return-to-work programs and services available through OWCP, where the entity is considering hiring the claimant or where otherwise necessary 

as part of that return-to-work effort.

    d. To federal, state or private rehabilitation agencies and individuals to whom the claimant has been referred for evaluation of rehabilitation and possible reemployment.

    e. To physicians, pharmacies, and other health care providers for their use in treating the claimant, in conducting an examination or preparing an evaluation on behalf of OWCP and for other purposes relating to the medical management of the claim, including evaluation of and payment for charges for medical and related services and supplies.

    f. To medical insurance or health and welfare plans (or their designees) that cover the claimant in instances where OWCP had paid for treatment of a medical condition that is not compensable under the FECA, or where a medical insurance plan or health and welfare plan has paid for treatment of a medical condition that may be compensable under the FECA, for the purpose of resolving the appropriate source of payment in such circumstances.

    g. To labor unions and other voluntary employee associations from whom the claimant has requested assistance for the purpose of providing such assistance to the claimant.

    h. To a federal, state or local agency for the purpose of obtaining information relevant to a determination concerning initial or continuing eligibility for FECA benefits, and for a determination concerning whether benefits have been or are being properly paid, including whether dual benefits that are prohibited under any applicable federal or state statute are being paid; and for the purpose of utilizing salary offset and debt collection procedures, including those actions required by the Debt Collection Act of 1982, to collect debts arising as a result of overpayments of FECA compensation and debts otherwise related to the payment of FECA benefits.

    i. To the Internal Revenue Service (IRS) for the purpose of obtaining taxpayer mailing addresses for the purposes of locating a taxpayer to collect, compromise, or write-off a federal claim against such taxpayer; and informing the IRS of the discharge of a debt owed by an individual. Records from this system of records may be disclosed to the IRS for the purpose of offsetting a federal claim from any income tax refund that may be due to the debtor.

    j. To the Occupational Safety and Health Administration (OSHA) for the purpose of using injury reports filed by Federal agencies pursuant to the FECA to fulfill agency injury reporting requirements. Information in this system of records may be disclosed to OSHA by employing agencies as part of any MIS system established under OSHA regulations to monitor health and safety.

    k. To contractors providing services to DOL or any other federal agency or any other individual or entity specified in any of these routine uses or in the
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Department's General Prefatory Statement who require the data to perform the services that they have contracted to perform, provided that those services are consistent with the routine use for which the information was disclosed to the contracting entity. Should such a disclosure be made to the contractor, the individual or entity making such disclosure shall insure that the contractor complies fully with all Privacy Act provisions, including those prohibiting unlawful disclosure of such information.

    l. To the Defense Manpower Data Center--Department of Defense and the United States Postal Service to conduct computer matching programs for the purpose of identifying and locating individuals who are receiving Federal salaries or benefit payments and are delinquent in their repayment of debts owed to the United States under programs administered by the DOL in order to collect the debts under the provisions of the Debt Collection Act of 1982 (Pub. L. 97-365) by 

voluntary repayment, or by salary or administrative offset procedures.

    m. To a credit bureau for the purpose of obtaining consumer credit reports identifying the assets, liabilities, expenses, and income of a debtor in order to ascertain the debtor's ability to repay a debt incurred under the FECA, to collect the debt, or to establish a payment schedule.

    n. To consumer reporting agencies as defined by section 603(f) of the Fair Credit Reporting Act (15 U.S.C. 1681a(f)) or in accordance with section 3(d)(4)(A)(ii) of the Federal Claims Collection Act of 1966 as amended (31 U.S.C. 3711(f)) for the purpose of encouraging the 

repayment of an overdue debt, the amount, status and history of overdue debts, the name and address, taxpayer identification (SSN), and other information necessary to establish the identity of a debtor, the agency and program under which the claim arose, may be disclosed pursuant to 5 

U.S.C. 552a(b)(12).

    o. To a Member of Congress or to a Congressional staff member in response to an inquiry made by an individual seeking assistance who is the subject of the record being disclosed for the purpose of providing such assistance.

    p. To individuals, and their attorneys and other representatives, and government agencies, seeking to enforce a legal obligation on behalf of such individual or agency, to pay alimony and/or child support for the purpose of enforcing such an obligation, pursuant to an order of a state or local court of competent jurisdiction, including Indian tribal courts, within any State, territory or possession of the United States, or the District of Columbia or to an order of a State 

agency authorized to issue income withholding notices pursuant to State or local law or pursuant to the requirements of section 666(b) of title 42, United States Code, or for the purpose of denying the existence of funds subject to such legal obligation.

    Note: Disclosure of information contained in this system of records to the subject of the record, a person who is duly authorized to act on his or her behalf, or to others to whom disclosure is authorized by these routine uses, may be made over the telephone or by electronic means. Disclosure over the telephone or by electronic means will only be done where the requestor provides appropriate identifying information. Telephonic or electronic disclosure of information is essential to permit efficient administration and adjudication of claims under the FECA. Pursuant to 5 U.S.C. 552a(b)(1), information from this system of records may be disclosed to members and staff of the Employees’ Compensation Appeals Board, the Office of Administrative Law Judges, the Office of the Solicitor and other components of the Department who have a need for the record in the performance of their duties.

Disclosure To Consumer Reporting Agencies:

    The amount, status and history of overdue debts, the name and address, taxpayer identification (SSAN), and other information necessary to establish the identity of a debtor, the agency and program under which the claim arose, may be disclosed pursuant to 5 U.S.C. 552a(b)(12) to consumer reporting agencies as defined by section 603(f) of the Fair Credit Reporting Act (15 U.S.C. 1681a(f)) or in accordance with section 3(d)(4)(A)(ii) of the Federal Claims Collection Act of 1966 as amended (31 U.S.C. 3711(f)) for the purpose of encouraging the repayment of an overdue debt.

Policies And Practices For Storing, Retrieving, Accessing, Retaining And Disposing Of Records In The System:

Storage:

    Paper case files are maintained in manual files, while security case files are in locked cabinets. Automated data, including case files that have been transformed into electronic form, are stored in computer discs or magnetic tapes, which are stored in cabinets. Microfiche is stored in cabinets.

Retrievability:

    Files and automated data are retrieved after identification by coded file number and/or Social Security Number which is cross-referenced to employee by name, employing establishment, and date and nature of injury. Since the electronic case management files were created in 1975, these electronic files are located in District Offices which have jurisdiction over the claim, and (as noted above under “system location”), a complete central data base is maintained at the location of the contractor. Prior to 1975, a paper index file was maintained; these records were transferred to microfiche and are located in the national office.

Safeguards:

    Files and automated data are maintained under supervision of OWCP personnel during normal working hours--only authorized personnel, with the appropriate password, may handle, retrieve, or disclose any information contained therein. Only personnel having an appropriate security clearance may handle or process security files. After normal working hours, security files are kept in locked cabinets. Access to electronic records is controlled by password or other user 

identification code.

Retention And Disposal:

    All case files and automated data pertaining to a claim are destroyed 15 years after the case file has become inactive. Case files that have been scanned to create electronic copies are destroyed after the copies are verified. Automated data is retained in its most current form only, however, and as information is updated, outdated information is deleted. Some related financial records are retained only in electronic form, and destroyed 6 years and 3 months after creation or 

receipt.

System Manager(s) And Address:

    Director for Federal Employees’ Compensation, Office of Workers’ Compensation Programs, 200 Constitution Avenue, NW, Room S-3229, Washington, DC 20210-0002.

Notification Procedure:

    An individual wishing to inquire whether this system of records contains information about him/her may write or telephone the OWCP district office that services the state in which the individual resided or worked at the time he or she believes a claim was filed. In order for the record to be located, the individual must provide his or her full name, OWCP claim number (if known), date of injury (if known), and date of birth.

Record Access Procedures:

    Any individual seeking access to non-exempt information about a case in which he/she is a party in interest may write or telephone the OWCP district office where the case is located, or the
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systems manager, and arrangements will be made to provide review of the file. Access to copies of documents maintained by the employing agency may be secured by contacting that agency's designated disclosure officials.

Contesting Record Procedures:

    Specific materials in this system have been exempted from certain Privacy Act provisions regarding the amendment of records. The section of this notice entitled “Systems Exempted From Certain Provisions of the Act,” indicates the kind of materials exempted, and the reasons 

for exempting them. Any individual requesting amendment of non-exempt records should contact the appropriate OWCP district office, or the system manager. Individuals requesting amendment of records must comply with the Department's Privacy Act regulations at 29 CFR 71.1 and 71.9, and with the regulations found at 20 CFR 10.12 (1999).

Record Source Categories:

    Injured employees; beneficiaries; employing Federal agencies; other Federal agencies; physicians; hospitals; clinics; suppliers of health care products and services and their agents and representatives; educational institutions; attorneys; Members of Congress; OWCP field investigations; State governments; consumer credit reports; agency investigative reports; correspondence with the debtor including personal financial statements; records relating to hearings on the debt; and other DOL systems of records.

Systems Exempted From Certain Provisions Of The Act:

    In accordance with 5 U.S.C. 552a(k)(2), investigative material in this system of records compiled for law enforcement purposes is exempt from subsections (c)(3), (d), (e)(1), (e)(4)(G), (H) and (I), and (f) of 5 U.S.C. 552a, provided, however, that if any individual is denied any right, privilege, or benefit that he or she would otherwise be entitled to by Federal law, or for which he or she would otherwise be eligible, as a result of the maintenance of these records, such 

material shall be provided to the individual, except to the extent that the disclosure of the material would reveal the identity of a source who furnished information to the Government under an express promise that the identity of the source would be held in confidence, or prior 

to January 1, 1975, under an implied promise that the identity of the source would be held in confidence.
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1-0400-1   Purpose and Scope

1.  
Purpose and Scope.  This chapter addresses the Freedom of Information Act (FOIA), which provides the public with a procedure for obtaining records from the Federal government, and the Privacy Act, which assures private citizens the right to confidentiality of certain personal information.  It describes:

a.  
The provisions of the Privacy Act and FOIA;

b.  
The Disclosure Officer's responsibility to establish and maintain a records system that facilitates the identification of records of concern to the public under the Freedom of Information Act (FOIA) and Privacy Act and ensures timely compliance with FOIA and Privacy Act requests;

c.  
The responsibility of staff and contractors to learn the system applicable in their district office, to safeguard information related to claims, and to refrain from releasing information over their own signatures; and

d.  
Where to obtain answers to questions regarding Privacy Act and FOIA requests.  Any issues not covered in the following discussion should be referred to the Disclosure Officer before taking action.

1-0400-2   Authority

2.  
Authority.  The Department of Labor and the Employment Standards Administration (ESA) have defined policies for implementing the Privacy Act (5 U.S.C. 552a) and the FOIA (5 U.S.C. 552).  These policies are described in the regulations at 20 C.F.R. 10.10 and 10.11 and 29 C.F.R. 70/70a, Systems of Records DOL-Government-wide I and ESA 29 [see 58 Federal Register 49548, et seq. (Thursday, September 23, 1993)].  Additional guidance is contained in DLMS Chapters 5-200 and 5-300.

1-0400-3   Overview

3. 
 Overview.  Employees in the Office of Workers’ Compensation Programs' (OWCP) three programs, Federal Employees’ Compensation (FEC), Black Lung (BL), and Longshore (LS), must respond to FOIA and Privacy Act requests within established time frames and provide copies of documents and other properly requested information in a timely fashion, while at the same time ensuring that personal information is not released from a case file improperly.  The basic provisions of the FOIA and the Privacy Act are as follows:

a.
The FOIA.  This law generally provides for public access to documents maintained by the 
government, and it requires the government to release those documents upon request, unless the requests or documents fall within one of nine exceptions listed in the law.  The FOIA requires the publication of indexes of specified agency documents and records; provides time limitations for responding to requests; establishes a system of penalties for non-compliance with the time limitations; requires identification of persons responsible for granting or denying requests; provides for court review of denials; including classified materials; and provides for the levying of charges for searching and copying requested materials.

b.
The Privacy Act.  The provisions of the Privacy Act are meant to assure the private citizen's right to confidentiality of personal information, including financial and medical history, in records filed in a system of records under the individual's own name.  This law sets forth the government's responsibility to properly maintain and restrict access to these records.  Workers’ compensation case files constitute a system of records under the Privacy Act, which provides that: 

(1)
 The claimant (i.e., the subject of the file) has the right to a copy of the file at any time, unless the file contains medical information which could be harmful if released; and

(2)
Disclosure of the file to anyone else is generally prohibited without the express written consent of the claimant or representative.  There are a number of exceptions to this rule, however, called routine uses, which permit file information to be used when necessary to carry out program responsibilities (see paragraph 4f below).

1-0400-4   Definitions

4.  Definitions.

a.
Disclosure is the release of documents to the requestor or (within the context of the Privacy Act) to another party even if not requested.

b.
Disclosure Officers are individuals responsible for ensuring accountability and uniform compliance with the FOIA and Privacy Acts.  Disclosure Officers include OWCP Regional Directors, Program District Directors, the Program Directors, the Deputy Assistant Secretary for Workers’ Compensation, or their designees.  Alternate Disclosure Officers include the  Director, Division of Planning, Policy and Standards; OWCP; the program Deputy Directors, Deputy Regional Directors and program District Directors.  Program or Office Heads, or Acting Program or Office Heads in the National Office, and Regional Directors or Acting Regional Directors in the field must designate in writing interim Disclosure Officers or Alternate Disclosure Officers when vacancies in positions of either principal or alternate Disclosure Officers occur.

c.
Record is any document maintained by OWCP in either hard copy or electronic form, even if it is not routinely kept in the claim jacket.

d.
Request is any written inquiry asking for a specific document, whether or not it cites the FOIA or the Privacy Act.

e. 
Response is:

(1)
For the FOIA: a written acknowledgement of the request and/or a substantive determination concerning whether the documents exist and whether they will be released.

(2)
For the Privacy Act:  a written acknowledgment of the request and/or a substantive letter furnishing the information requested or denying the request.

f.
Routine Use is properly using information from the claim file without first obtaining the claimant's permission (as described in the System of Records notice in the most recent Federal Register).  These routine uses include sending the record to medical providers asked by OWCP to examine or treat the claimant; nurses and rehabilitation counselors assigned by OWCP to work on the case; employing agency personnel (but only for purposes related to the claim, and not for other reasons such as personnel actions); credit bureaus; and others.

1-0400-5   Responsibilities of Disclosure Officers

5.  
Responsibilities of Disclosure Officers.  Disclosure Officers are responsible for the proper maintenance of all information systems under their jurisdiction as well as for final decisions concerning requests under the Acts.  Both laws set forth civil and criminal sanctions for violations. If a suit contesting a refusal to disclose information under the FOIA results in a ruling against the Government and the court finds the refusal to be "arbitrary and capricious", the Disclosure Officer or the alternate acting in that person's stead is subject to investigation by the Office of Special Counsel in accordance with 5 U.S.C. 552(a)(4)(F), and to any disciplinary action which may be recommended to DOL as a result.  If a court finds them to have wrongfully and willfully disclosed material covered under the Privacy Act or to have failed to publish notice of a system of records covered by the Privacy Act they may be subject to a misdemeanor conviction and a $5000 fine.  The Disclosure Officer should ensure that:

a.
Responses are Timely.  Requests for information are answered or acknowledged within time frames established by law [see paragraph 6b(1)].

b.
Responses are Accurate.  Documents which must be released under the FOIA or Privacy Act are released, and Privacy Act records are not released without proper authorization.

c.
Staff are Properly Trained.  The Disclosure Officer must train all staff and contractors in their responsibilities and know the procedures established in their offices to handle FOIA and Privacy Act requests.

d.
Responsibility is Delegated Properly.  Where necessary, the responsibilities of the Disclosure Officer with respect to preparing responses to requests and maintaining records may be delegated.  The ultimate responsibility, however, remains with the Disclosure Officer.

e.
Covered Records are Properly Managed.  The Act demands extra care, through classification, secure custody, and restricted release of all records (meaning all case files) covered by the Privacy Act.

f.
Logs and Reports are Properly Kept.  FOIA and Privacy Act logs and indexes must be maintained and periodic reports submitted as requested to the Deputy Assistant Secretary's office.  The logs should contain detailed information concerning each request for documents, including whether it was an FOIA or Privacy Act request, the date of receipt, the date of reply, the nature of the reply (which exemption was used as the basis for any denial), and costs associated with the request.  Specific responsibilities include:

(1)
Periodic updating and publication of FOIA indexes.

(2)
Informing the public of routine uses under the Privacy Act.

(3)
Maintaining records of FOIA workload, Form DL 1-520, Request Under the Freedom of Information Act (Exhibit 1).

(4)
Recording the disclosure of material covered by the Privacy Act, Form ESA-67a, Privacy Act Record System Log of Disclosures (Exhibit 2).

(5)
Monitoring contractors who generate, update, or maintain records covered by the Privacy Act to prevent unauthorized disclosures.

1-0400-6   Responsibilities of Staff and Contractors

6.
Responsibilities of Staff and Contractors.  Claims Examiners (CEs), contact representatives and all other OWCP employees and contractors are responsible for understanding the difference between the FOIA and the Privacy Act, recognizing requests which fall within the purview of these laws, knowing the system established in their offices for processing those requests, and, most importantly, safeguarding all information about a claim.

Some common questions are:

a.
What is the difference between the laws?  The FOIA and the Privacy Act are often confused by claimants and others requesting information.  The applicable law can best be determined by identifying the requestor: 

(1)
If the request comes from the claimant (or designated representative) and it concerns documents from his or her case file, it is a Privacy Act request (no matter what the writer calls it);

(2)
If the request comes from someone else [a "third party"], or if it comes from a claimant who seeks documents other than those from his or her case file, then it is an FOIA request.

b.
What do the laws require?  While the FOIA generally requires release of certain documents, the Privacy Act generally prohibits the release of case files to anyone except the subject of the file.  Other, more specific requirements include:

(1)
Timely Response.  Both laws require responses within certain time frames:  10 days for FOIA, and 30 days for the Privacy Act.  The time runs from the date of receipt of the written request.  All Privacy Act and FOIA requests must be in writing.  An individual who makes a request over the telephone should be instructed to put it in writing.

The short response times require claims personnel to be alert for such requests, which may appear in the middle of letters regarding other issues.

(2)
Disclosure/Protection.  Information about a claim should never be released (either over the phone or by sending copies of documents) to anyone other than the claimant or the designated representative without the written consent of the claimant, unless release is allowed under the routine use provision (e.g., sending records to a second opinion or impartial specialist).  Non-case-related records are generally releasable under the FOIA, with some exceptions.

1-0400-7   Requests for Information

7.
 Requests for Information.  Many different parties request information from a case file or other program records.  Such requests fall into one of three distinct categories: Privacy Act, Routine Use, or Freedom of Information Act requests.  CEs should remember that the same restrictions apply to releasing information verbally as apply to releasing a document.  This means that verbal information can be given only to the claimant, someone who has been authorized by the claimant in writing, or someone who falls within the routine use provisions.

Individuals attempting to obtain information about a particular claim over the telephone should be required to identify themselves and present two of the following: the claim number; the date of injury; the claimant's date of birth; and the claimant's social security number.  In any case, the information released should not exceed what the party needs to know.

a.
Requests Generally Applicable to all OWCP Programs.

(1)
Privacy Act Requests.  Claimants or their authorized representatives may request information from the case file under the Privacy Act.  These requests should be granted with the following exceptions:

(a)
Privileged medical records.  Restrictions are placed on the release of potentially injurious medical reports to the claimant.  For instance, if a request is made for a report which discusses terminal conditions, psychiatric illness, etc., the CE should ask the District Medical Adviser (DMA) whether releasing such information could constitute a danger to the claimant or another.  If the DMA's opinion is affirmative, the requester should be informed that such information will be released to the claimant's treating physician [see 29 CFR 70a.6(d)].

(b)
Investigative Files.  Most documents that originate with an investigative agency and are given to OWCP with the expectation that OWCP act on them become releasable as a part of the case file.  The only exception would be for witness statements that would jeopardize the privacy of the witness.

OWCP has no authority to maintain investigative files, but some old cases may contain separate investigative files originating with the Inspector General or another investigative body.  If such a file is discovered, it should be brought to the attention of the District Director, who will return it to the originating agency.

(c)
Records from Other Sources.  In some instances, information which OWCP obtains from other government agencies is described as the property of that agency, which prohibits release to another party without their specific approval.  Such information should be returned to the source agency with an explanation that once it is used in the adjudication of a case it becomes a part of the OWCP file and is releasable to the claimant.

(2)
Routine Use Requests.  The following routine uses apply to and are incorporated by reference into each system of records in DOL unless otherwise indicated [DOL Privacy Act System of Record Notices, 58 FR 49548 (September 23, 1993) at 49554].

(a)
Members of Congress.  Information from OWCP records and files may be supplied to a Member of Congress who is inquiring on behalf of a claimant.  The requestor on whose behalf the inquiry is made must be the claimant, not a member of the claimant's family or another person.  Otherwise, except for the chair of the oversight committee, Members of Congress have no right to obtain information protected under the Privacy Act.  In replying to a Congressional inquiry concerning more than one claimant, separate responses should be prepared for each individual, so that case records do not contain information about unrelated claims. 

(b)
Agencies Investigating Potential Legal Violations.  In the event that records maintained by OWCP or any of its programs indicate a violation or potential violation of law, they may be referred to the appropriate agency, whether federal, state, local or foreign, charged with the responsibility of investigating or prosecuting such violation or charged with enforcing or implementing the relevant statute, rule, regulation, or order.

(c)
Judicial Proceedings.  Any records maintained by OWCP may be disclosed in the course of presenting evidence to a court, magistrate or administrative tribunal, including disclosures to opposing counsel in the course of litigation or settlement negotiations.

(d)
Medical or Health Advisor.  An OWCP record which contains medical information may be disclosed to the medical or health advisor of any individual submitting a request for access to the record if, in the sole judgement of the Department, disclosure could have an adverse effect upon the individual, under the provisions of 5 U.S.C. 552a(f)(3) and implementing regulations.

(e)
Department of Labor (DOL) or Other Agency Decision Processes.  Relevant OWCP records may be disclosed to a Federal, state, or local agency maintaining civil, criminal or other relevant enforcement information or other pertinent information, such as current licenses.  Release is appropriate when it is necessary to obtain information relevant to a DOL or other Federal agency decision concerning the hiring or retention of an employee, the issuance of a security clearance, the letting of a contract, or the issuance of a license, grant, or other benefit.

(f)
Statistical Data.  Permission may be granted by OWCP National Office for release of documents or information in district office files in connection with a study being conducted for a legitimate purpose by another agency of the U.S. Government or a contractor of the U.S. Government. The information must only be used as statistical data about a particular aspect of the agency's work and safeguards are required to prevent the identification of any individuals whose files are included in the study or the disclosure of personal information in the individual records.

(3)
FOIA Requests.

(a)
Requests from an interested party for documents or records which are not covered under the Privacy Act.  Requests for non-personal information or records not covered under the Privacy Act, or copies of documents such as the Procedure Manual, are treated as FOIA requests.  While a few pages of the Procedure Manual may be provided to a requestor without charge, requests for the entire volume should be forwarded to the appropriate program in the National Office.

(b)
Press Releases.  In instances when information disclosed under the FOIA is of general interest, ESA will cooperate with the Office of Information, Publications and Reports and the Regional Information Officers in the preparation and release of an announcement when appropriate.

(c)
Lists of Medical Providers.  The Physicians' Directory System and other files of medical providers are generally not releasable to the public under exemption 6 of the FOIA.

1-0400-8   Program-Specific Requests

8.
Program-Specific Requests.

a.
Routine Use Requests: FEC.

(1)
Employing Agencies in General.  FEC may grant requests from agencies for records pertaining to their employees, including requests from inspectors or auditors attached to the agencies, but is not required to do so.  If records are to be released, CEs should ensure that the requestor is agency-authorized and require proper identification before releasing only that information directly relevant to the request.  For example, if an agency needs to formulate a job offer and needs to know a claimant's medical restrictions, relevant medical reports may be released.  Blanket release of records is not appropriate, except to an investigative body.

Employing agency personnel who inquire about releasing claims-related material from their files should be referred to paragraph 9-3 of Injury Compensation for Federal Employees (Publication CA-810).

Occasionally a claimant requests that his or her statement concerning events at the workplace not be shown to employing agency personnel, or to persons named in the statement.  Because OWCP must establish the facts of the claim, statements concerning factors of employment must be submitted to the employing agency to verify that the incidents took place as described.

The CE should therefore advise the claimant that the material must be submitted to the official superior for comment, but that no unnecessary disclosure of the statement within the agency will be made.  The CE should withhold any information not pertinent to the case, especially if it may prove damaging to the claimant.

(2)
The U.S. Postal Service.  The Postal Service has adopted PS Form 2573, Request for OWCP Claims Status (Exhibit 3), to obtain information needed to determine if an employee should be retained on their rolls.  This form is submitted to FEC in duplicate, and the CE should complete it promptly, taking care to ensure agency authorization for the request and properly identify the requestor.  The original should be mailed to the requesting postmaster and a copy placed in the case file.

(a)
Item 2b of PS Form 2573 may be checked only if the DMA agrees that the claimant is permanently and totally disabled.

(b)
The response to item 3 may be made only on the basis of the prognosis in a recent medical report or on the opinion of the DMA.

(c)
Item 4 must be completed if either item 2c or 2d is checked.  If item 2c is checked, the response to item 4 should (if possible) provide the percentage of disability and list the work limitations.

(d)
If item 2d is checked, the response to item 4 should specify the member of the body involved as well as the percentage of permanent partial disability, and the date of termination of the award.

(3)
Office of Retirement Programs (OPM).  Requests for information from the OPM are usually made on specific forms.  Response should be made to all OPM inquiries within 10 days of receipt of such requests.  OPM is also charged with administering the provisions of 5 U.S.C. 8151 and has issued regulations which are covered in FECA PM 2-814.  CEs should be familiar with the OPM regulations.

(4)
Social Security Administration (SSA).  Requests for information from this agency are made on Forms SSA-1709, Request for Workmen's Compensation Information (Exhibit 4), and Form SSA-827, Authorization to Release Medical Information to SSA (Exhibit 5).  Payments made and the inclusive dates for which made may be given.

Requests for medical information must include the employee's authority to release such information (Form CA-57, Authorization for Release of Information).  Copies of medical reports or OWCP-prepared medical abstracts, including copies made at OWCP expense, may be sent.  If more than five photocopies are involved, the medical reports should be abstracted into a letter of reply.  In all instances, a brief letter of transmittal must accompany any medical evidence furnished.

(5)
Employment and Training Administration, Unemployment Insurance Services.  Requests from State public employment agencies are made on Form ES-933, Request for Information Regarding Claims Filed Under the Federal Employees’ Compensation Act (Exhibit 6), which are submitted to determine whether an employee is entitled to unemployment benefits under a State law. Items 1 through 10 of Section II and items 1 through 4 of Section III should be completed, and the form should be returned to the State employment agency named in the lower left corner of the reverse of the form.  A copy of the form must be retained for the case record.

Requests submitted on other than Form ES-933 may also be honored insofar as they duplicate items requested on the form.  Explanations of the entries for items 4, 8, 9 and 10 in Section II, as described to the State employment agencies by the Unemployment Insurance Services, are as follows:

(a)
The rate of compensation in item 4 should be given so as to allow the State agency to compute the amount in terms of a claim week that has a different beginning date from an overlapping OWCP award week.  If action on a claim is pending, OWCP will return the form and will send information to the State agency as soon as a decision is made on the claim.  If additional time will be required to adjudicate the claim, item 10, Remarks, should include a statement that a delay is anticipated.  If no supplementary report is received from the OWCP in 90 days, the State agency will send a duplicate Form ES-933, marked "Follow-up on Pending Application" to the OWCP.

(b)
In item 8, the description of the claimant's disability will help the State agency to determine whether it is temporary partial, temporary total, permanent partial or permanent total disability. 

(c)
If a State agency has made any entries of week-ending dates in item 9, OWCP will enter the  actual amount of payments made for those weeks.  If the State agency has made no entries in this item, OWCP will not make any entries.

(d)
In item 10, the OWCP will furnish any other pertinent information, e. g., changes in compensation rate due to hospitalization.

b.
Routine Use Requests: BL.  [omitted]
c.
Routine Use Requests: LS.  [omitted]
1-0400-9   Responding to Requests for Information

9.
Responding to Requests for Information.  The DD in each program office will establish a procedure for responding to requests for information.  CEs should familiarize themselves with this procedure and follow it.  Each office should also seek to assist members of the public who have misdirected their requests out of a lack of knowledge of pertinent information systems. (Internal Longshore memoranda regarding the handling of particular Section 8(f) cases are not to be released to parties outside the Department under the FOIA, since they contain views on the evidence submitted in support of the application or any possible litigation strategy {see exemption five of the FOIA, 5 U.S.C., 552(b)(5)}.  Therefore, these documents are considered privileged correspondence and kept separate from the administrative file).

a.
Determining the Appropriate Act.  Case-specific information must be addressed according to the appropriate Act regardless of how it is requested.  Even informational questions, although not specifically addressed in terms of either the Privacy Act or the FOIA, must be appropriately handled.  Requests for information already in the public domain (for example, publications available from the GPO) may be denied on the basis that public information is not covered by either Act.  The CE should make a recommendation regarding release and pass it along to the Disclosure Officer for a decision.

b.
Adjudicating the Request.  The DD is the deciding official in most circumstances for district office action.  As the Disclosure Officer, he or she is responsible for releasing the material over his or her signature or denying the request in writing under the Privacy Act or FOIA.

c.
Documenting the Response.  The file should contain evidence that the requested documents were provided and the date on which the information was sent.

d.
Determining any Applicable Charges.  If the request is granted, it must be determined whether charges apply, and if so, what they should be (see 29 C.F.R. Part 70, Subpart c). 


(1)
Under the Privacy Act, the first copy is free, but additional copies are furnished at 10 cents a page.  In FEC cases, employing agencies are not charged for copies of file material concerning their employees.

(2)
Under the FOIA, the permissible costs include 15 cents per page for photocopying and $2.50 (clerical time) or $5.00 (professional time) per quarter hour to search for records.  The first 100 pages and two hours of search time are free.

e.
Providing Appeal Rights Where Release is Denied.  Under either Act, an unfavorable decision must include in the last paragraph the following appeal rights:

Under 20 C.F.R., Subtitle A, Part 70, Section 70.49 -70.52, individuals may appeal a denial within 90 days.  The appeal must state in writing the grounds for appeal, including any supporting statements or arguments.  The appeal must be addressed to the Solicitor of Labor, 200 Constitution Avenue, N.W., Washington, D.C. 20210.  To expedite processing, the envelope should be marked "FOIA [or Privacy Act] Appeal."

1-0400-10  Reviewing Case Files

10.
Reviewing Case Files.  Safeguards under the Privacy Act must be preserved during any review of a file.

a.
On-Site.  During reviews of files, claims personnel may be asked to discuss the contents of the files.  Any decisions to disclose information from case files should be made in accordance with paragraph 7 above.

(1)
Proper identification.  The person seeking review must provide two forms of ID, one with a picture.  The person must be entitled to review the material (i.e., the subject of the file, the subject's parent or guardian if the person is a minor or has been declared incompetent, the subject's representative, or one with appropriate authorization, or employing agency or agency personnel for appropriate reasons, or a law enforcement agency for official business).

(2)
Proper security.  A reviewer should always be observed by an OWCP employee.

b.
Off-Site.  The case file may, where requested, be referred to a conveniently located office of another agency within the Department of Labor.  The case should be removed from the district office, however, only if such action will not interfere with the adjudication of the case or disrupt the work of the office to which it is being sent for review.

The appropriate RD should be contacted for the name and address of the office best located for the review.  Preliminary arrangements should then be made by telephone with a responsible official in that office.  The file will then be sent by registered mail to the attention of the appropriate official, accompanied by a letter indicating the name of the reviewer and requesting that: 

(1)
Signed authorization be obtained before disclosure of the record;

(2)
A responsible employee be present throughout the review to prevent loss, misplacement, removal or alteration of any of the contents; and 

(3)
The file be returned by registered mail, together with a memorandum to include the name(s) of the reviewer(s) and the length of time they studied the file.

The reviewer will be sent a letter identifying the office to which the file is being sent and the name and phone number of the official to contact for an appointment.

1-0400-11  Copying Case Files

11.
Copying Case Files.  If any party authorized to have access to personal information under the Privacy Act requests a copy of a file, the first copy is made available to the requester at no charge.  In addition, no charges are assessed for the time spent searching for the record pursuant to a Privacy Act request.  Copies must be made in the office, by either the authorized requester or his or her representative or by program staff.  Employees of private copying services are not permitted access to records collected and maintained in Privacy Act systems.

1-0400-12  Subpoenas

12.
Subpoenas.  Sometimes subpoenas are served on individuals by name and require the appearance of the named individual as custodian of the case file.  Usually the individual subpoenaed will be the District Director, but it may be the Assistant District Director, a CE, or any other person who might have access to the case file.  Anyone receiving or being served a subpoena should refer it to the Assistant District Director or other appropriate official for immediate transmission to the Office of the Solicitor (in Washington, to the Special Assistant to the Deputy Assistant Secretary) for guidance in releasing the information requested.  Subpoenas for individuals (including CEs) are invalid unless served on the Office of the Solicitor.

Rehabilitation counselors and field nurses may not release OWCP records, including test results and reports, in response to a subpoena.  A contractor who is subpoenaed to appear must respond to the subpoena, but should explain that their agreement with OWCP subjects them to the provisions of the Privacy Act.  As such, they cannot release any information relating to a Privacy Act system of records, such as OWCP case files (including rehabilitation files) without the express permission of the subject of the file or under the other exceptions provided by the Privacy Act.

1-0400-13  Using the Internet to Send Information Covered by the Privacy Act

13.
Using the Internet to Send Information Covered by the Privacy Act.  This paragraph addresses e-mail messages sent to parties outside of OWCP, such as employing agencies and physicians offices.


a.
Before sending information protected by the Privacy Act to an outside party, the sender should ask the potential recipient to verify that his or her e-mail messages are protected by a personal password and that they cannot routinely be accessed by anyone else.


b.
The message should not contain the name of the person who is the subject of the file (i.e., the claimant).  It should refer only to the case file number, EIN number, or other such identifier.


c.
Paragraph 7 above outlines the identifiers to be requested before information is provided to a telephone caller.  The sender should ensure that no more than one of these identifiers (SSN, DOB) is used in addition to the case file number or EIN number.


d.
E-mail should be used to transmit only time-sensitive information.  For example, emergency medical treatment, QCM and return-to-work issues, and other matters which require quick decisions, are more properly the subject of e-mail messages than debarments and counselor/nurse performance files.


e.
The information sent should be confined to that which is necessary to convey the message.
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Issue Date:  November 1, 1999

________________________________________________________  

Expiration Date:  November 1, 2000

________________________________________________________                                                     

Subject:  New Regulations – Privacy Act

Background:  FECA Bulletin No. 99-08, issued January 4, 1999, discussed new regulations involving the handling of requests submitted by FECA claimants under the Privacy Act.  Paragraph five of that bulletin erroneously indicated that a claimant’s access to his or her FECA claims file could be denied in only two situations.  Additionally, paragraph six indicated, in error, that the 90-day appeal time did not begin to run until the requester received the denial letter.  The 90-day period runs from the date of the denial.  In light of these misstatements, the bulletin has been revised.

Reference:  20 CFR §§ 10.10 through 10.13 (1999); 29 CFR Part 71 effective December 1, 1998 (63 FR 56740 (October 22, 1998)).

Purpose:  To inform OWCP staff, employing agencies and other interested parties of Privacy Act compliance requirements.

Applicability:  Claims Examiners, Senior Claims Examiners, Supervisors, Fiscal Personnel, Technical Assistance and Systems Personnel, and Hearing Representatives.

Action:

1.
All records in OWCP claim files and all copies of records relating to an on-the-job injury that are in the possession of the employer are considered to be OWCP records covered by the Privacy Act system of Records DOL/GOVT-1.  Although employing agencies may establish procedures employees must follow to obtain access to employer-maintained records, any decision to grant or deny access must comply with Department of Labor rules and regulations.

2.
Under the amended regulations, only OWCP may respond to requests for the correction or amendment of any FECA-related record.  Employing agencies must forward any request they receive seeking to correct or amend such a record to OWCP.

3.
The subject of a FECA file is entitled to receive the first copy of the file at no cost. The same rule would apply if the claimant requests copies of any documents not previously provided.  OWCP or an employing agency may charge $.15 per page for each additional copy requested.

4. 
The filing of a request, or multiple requests, for more than one copy of a Privacy Act record will be viewed as an agreement by the requester to pay all applicable fees up to $25.00.  When acknowledging a request, the disclosure officer should confirm this agreement by letter to the requester.  The requester must be consulted before higher fees are assessed.

5.
OWCP may require payment in advance of fees over $250.00.  If such a fee is anticipated, a letter should be sent to the requester, noting the amount of the projected fee and advising the person that a designated staff person may be contacted to assist him or her in reformulating the request so that his or her needs may be met at a reduced cost.

6.
OWCP may refuse to process any request submitted by an individual who has failed to pay an earlier fee, until the earlier fee is paid.

7.
Any decision approving or denying a Privacy Act request must be in writing and signed by the designated Privacy Act disclosure officer. District Directors have been designated as OWCP disclosure officers.  If copying of the requested documents will be delayed, an interim response should be sent indicating the reason for the delay and the date on which the documents will be mailed to the requester; this also should be under the signature of the disclosure officer.

8.
As a general rule, the claimant may have access to each document in the claim file. There may be exceptions, however, such as where disclosure of medical records may be harmful to the individual.  If there is question, the District Office should contact the appropriate regional office of the Solicitor of Labor to determine whether a document or documents may be exempt from disclosure. It should be noted that a request for access by the subject of the claim file shall not be denied unless both a Privacy Act exemption and a Freedom of Information Act exemption apply to the requested document(s).

9.
If access to a particular record(s) is being denied, including those cases where OWCP is unable to find the requested record, the letter denying the request should include a statement of the reasons why access is being denied, and should cite to the specific statutory exemption applicable to the request.

10. 
When a request is denied, in whole or in part, the letter should advise the requester that he or she may, within 90 days of the date of the denial, file an appeal with the Solicitor of Labor.  The appeal must be in writing and addressed to the Solicitor of Labor, United States Department of Labor, 200 Constitution Avenue, N.W., Room N-2428, Washington, D.C. 20210-0002.  The requester should also be told that both the letter and the envelope should be clearly marked “Privacy Act Appeal.”

11.
Even if the Disclosure Officer believes that all requested documents are being provided, the letter transmitting the documents should advise the requester that if he or she does not believe the letter to be fully responsive to the request, an appeal may be filed by writing to the Solicitor of Labor within 90 days of the decision.  The letter should be sent to the address set forth in Item 10.  Please no longer use the letter attached to FECA Bulletin 99-08.

Disposition:  Retain until incorporated into the Federal (FECA) Procedure Manual.

NANCY L. RICKER

Acting Director for

Federal Employees’ Compensation
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